


 
All camera installations are subject to federal and state laws. 
 
Departments requesting security cameras will be required to follow the procedures outlined in this policy. 
 
RESPONSIBILITIES  
The University of North Alabama Police Department will manage all campus security surveillance systems 
pursuant to this policy. 

To enhance security and aid law enforcement it may be appropriate to permanently install video devices on the 
campus. In such cases the following rules will apply: 

¶ Individual departments, programs, or organizations wishing to permanently install video cameras shall 
submit a written request to the appropriate dean, director, or department head with a statement 



installation infringes that right. The University Executive Committee will consult with the University’s 
Legal Counsel and respond to the request within twenty (20) business days after receipt. The response 
will be based on a reconsideration of the initial request to install the devices in light of the campus 
community member's concerns. The decision of the University Executive Council is final. 
 

¶ Within three months of the 



Camera positions and views of residential housing shall be limited to public areas, elevators, and exterior 
locations. The view of a residential housing facility must not violate the standard of a reasonable expectation of 
privacy. 
 
Unless the camera is being used for criminal investigations, monitoring by security cameras in the following 
locations is prohibited: 

¶ Student dormitory rooms in the residence halls 

¶ Bathrooms 

¶ Locker rooms 

¶ Offices – only at the entrance 

¶ Classrooms not used as a lab 
(These areas are protected by a "reasonable expectation of privacy." Use of cameras in these areas requires search warrants.)    

 
The installation of “dummy” cameras that do not operate is prohibited.  Unless being used for criminal 
investigations, all video camera installations should be visible. 
 
ACCESS AND MONITORING 
All recording or monitoring of activities of individuals or groups by University security cameras will be conducted 
in a manner consistent with University policies and state and federal laws and will not be based on the subjects’ 
personal characteristics, including age, color, disability, gender, national origin, race, religion, sexual orientation, 
or other protected characteristics. Furthermore, all recording or monitoring will be conducted in a professional, 
ethical, and legal manner. All personnel with access to University security cameras shall be trained in the 
effective, legal, and ethical use of monitoring equipment and shall receive a copy of this policy and provide 
written acknowledgement that they have read and understand its contents. 
 
Access to live video or recorded video from cameras shall be limited to the University Police Department, 
designated ITS






